|  |  |
| --- | --- |
| **УТВЕРЖДАЮ**  Директор МБУК «……….»  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  (ФИО)  М.П.  «\_\_\_\_\_\_»\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_2020 г. | Приложение ….. к приказу  № \_\_\_\_\_\_\_ от \_\_\_\_\_\_\_\_\_\_  об утверждении плана  мероприятий по организации  защиты персональных данных |

**План мероприятий по организации защиты**

**персональных данных на 2020 год**

|  |  |  |  |
| --- | --- | --- | --- |
| **п/п** | **Мероприятия** | **Срок** | **Ответственный** |
| 1 | Назначить должностное лицо, ответственное за обеспечение обработки и защиты персональных данных. В соответствии с должностями ответственных лиц и штатным расписанием внести изменения в утверждаемые документы (если необходимо). |  |  |
| 2 | Направить информационное письмо об изменениях в обработке персональ­ных данных в Роскомнадзор  (если необходимо) |  |  |
| 3 | Утвердить документ «Политика в области обработки и защиты персональных данных в МБУК «………..».  Обеспечить неограниченный доступ к Политике, путем публикации этого документа на сайте библиотеки. |  |  |
| 4 | Утвердить «Положение об обработке персональных данных Пользователей МБУК «……….». Ознакомить работников |  |  |
| 5 | Утвердить «Положение об обработке персональных данных Работников МБУК «……….». Ознакомить работников |  |  |
| 6 | Привести в соответствие с особенностями кадрового делопроизводства проект документа «Положение об обработке персональных данных без использования средств автоматизации», утвердить Положение.  Привести в соответствие с законодательством о защите персональных данных кадровое делопроизводство (Номенклатура дел, книг и журналов конфиденциального делопроизводства, назначение ответственного, заключение договоров о конфиденциальности с сотрудниками и т.д.). Ознакомить работников |  |  |
| 7 | Рассмотреть необходимость введения новых должностных инструкций |  |  |
| 8 | Утвердить список сотрудников, имеющих доступ к персональным данным |  |  |
| 9 | Подготовить должностные инструкции сотрудников, обрабатывающих персональные данные в соответствии с Положением о персональных данных и инструкцией пользователя по работе с ПДн[[1]](#footnote-1) |  |  |
| 10 | Утвердить инструкции:   * по учету лиц, допущенных к работе с ПДн * по работе с ПДн   Внедрение инструкции. Ознакомление сотрудников, проведение инструктажа. |  |  |
| 11 | Для снижения рисков утечки ПДн необходимо исключить обработку и хранение ПДн на общедоступных сетевых дисках |  |  |
| 12 | В помещениях, где осуществляется хранение персональных данных в неавтоматизированном виде, рекомендуется организовать хранение конфиденциальной информации в запирающемся шкафу с контрольным замком |  |  |
| 13 | Установить пароли на BIOS[[2]](#footnote-2) системных блоков АРМ[[3]](#footnote-3), на которых ведется обработка ПДн |  |  |
| **Мероприятия по организации технической защиты** | | | |
| 14 | Провести оценку угроз безопасности и определение уровня защищенности персональных данных |  |  |
| 15 | Определить необходимые для внедрения средства защиты. Произвести установку и настройку необходимых средств защиты информации. Провести обучение работников правилам работы со средствами защиты |  |  |

1. ПДн – персональные данные [↑](#footnote-ref-1)
2. BIOS - главная программа, присутствующая на любом компьютере или ноутбуке, определяющая порядок работы его составных частей, а также их взаимодействия между собой.  [↑](#footnote-ref-2)
3. АРМ – автоматизированное рабочее место [↑](#footnote-ref-3)